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1. O Projekcie: ,,Mobbing zdalny istnieje!”

Kontekst i wyzwania wspdfczesnego rynku pracy w dobie dynamicznej cyfryzacji i
upowszechnienia pracy hybrydowej oraz zdalnej, granica miedzy sferg zawodowa a prywatna
ulegta zatarciu. Cho¢ technologia utatwia komunikacje, stata sie réwniez narzedziem nowych
form przemocy psychicznej. Projekt ,,Mobbing zdalny istnieje!” powstat jako bezposrednia
odpowiedZ na narastajgcy problem cybermobbingu, zjawiska, ktdére czesto pozostaje
niewidoczne dla systeméw kontroli, a ma dewastujacy wptyw na zdrowie psychiczne
pracownikéw i efektywnos¢ instytucji.

Projekt jest realizowany w ramach sektora Ksztatcenia i Szkolenia Zawodowego, co podkresla
nasz nacisk na praktyczne przygotowanie kadr. Wspdtpraca miedzynarodowa pomiedzy Polskg
(ByMind) a Butgarig (I am you peace global) pozwala na wymiane doswiadczen oraz
wypracowanie uniwersalnych standardéw ochrony pracownika, ktdre wykraczajg poza
granice jednego panstwa.

2. Cel gtéwny:

Budowanie ,,Cyfrowej Tarczy”, naszym priorytetem jest wyposazenie specjalistéw: doradcéw
zawodowych, posrednikdéw pracy, rekruteréw oraz pracownikdéw HR i instytucji publicznych w
zaawansowane kompetencje niezbedne do skutecznej walki z nekaniem w sieci.

Cele projektu realizujemy poprzez:

- identyfikacje: uczymy, jak rozpoznawac subtelne sygnaty cybermobbingu (np. izolacje
cyfrowg, agresje w komunikatorach, ,,ghosting”) w sSrodowisku zdalnym.

- przeciwdziatanie: dostarczamy gotowe procedury i narzedzia (Checklisty, Mapy Pomocy),
ktére pozwalajg na szybkg i zgodng z prawem (PL/BG) reakcje.

- wsparcie: promujemy podejscie Trauma-Informed Administration, aby pomoc ofiarom byta
profesjonalna, empatyczna i skuteczna.

Dlaczego to jest wazne?

Wierzymy, ze bezpieczenistwo cyfrowe to nie tylko ochrona danych, ale przede wszystkim
ochrona ludzi. Dzieki lepszemu przygotowaniu posrednikéw i doradcow, budujemy rynek
pracy wolny od przemocy, w ktérym kazdy pracownik bez wzgledu na miejsce wykonywania
obowigzkdéw czuje sie bezpieczny i szanowany.
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3. Czym jest mobbing zdalny (cybermobbing)?

3.1 Mobbing zdalny to systematyczne i dtugotrwate nekanie pracownika realizowane za
posrednictwem technologii cyfrowych. W srodowisku online przemoc rzadko przybiera forme
krzyku, czesciej jest to ,,agresja w biatych rekawiczkach”.

- izolacja cyfrowa (ghosting): celowe pomijanie pracownika w zaproszeniach na spotkania
online, wykluczanie z grup na komunikatorach (np. Slack, Teams) czy ignorowanie wiadomosci,
co prowadzi do poczucia ,,zawieszenia” w prézni.

- publiczne ponizanie: wysmiewanie kompetencji pracownika na czatach ogélnych lub podczas
wideokonferencji w obecnosci zespotu.

- cyfrowe nekanie: wysytanie wiadomosci stuzbowych w godzinach nocnych lub podczas
urlopu i wywieranie presji na natychmiastowg odpowiedz.

3.2 Historia mobbingu
Faza 1: Poczatki (lata 90. - wczesne 2000.). Era e-maila

To najwczesniejsza forma cyberprzemocy w biurze. Zanim pojawity sie komunikatory i media
spotecznosciowe, podstawowym narzedziem byt e-mail.

- Izolacja informacyjna, celowe wykluczanie pracownika z waznych watkéw e-mailowych lub
usuwanie go "z kopii" (CC/DW), aby nie miat dostepu do kluczowych informacji.

- Ponizanie, wysytanie ponizajgcych lub nadmiernie krytycznych wiadomosci, czesto z kopig do
przetozonych lub catego zespotu, aby publicznie osmieszy¢ ofiare.

- Rozpowszechnianie plotek, uzywanie e-maili do rozsytania fatszywych informacji na temat
wspotpracownika.

W tej fazie nekanie byto gtéwnie asynchroniczne (nie wymagato natychmiastowej reakgji) i
ograniczone do godzin pracy przy komputerze.

Faza 2: Rozwdj (lata 2000. - 2010.). Era komunikatoréw i smartfonéw

Pojawienie sie komunikatoréow wewnetrznych (np. Gadu-Gadu, Skype, Lync) oraz rosnaca
popularnos¢ smartfondw fundamentalnie zmienity dynamike mobbingu.

- Nekanie natychmiastowe (synchroniczne). Mozliwo$é wysytania ponizajgcych wiadomosci,
ktore pojawiaty sie na ekranie ofiary natychmiast, przerywajac prace.

- Zatarcie granicy praca-dom. Smartfony sprawity, ze pracownik stat sie "zawsze dostepny".
Mobbing mdgt by¢ kontynuowany po godzinach pracy poprzez prywatne komunikatory lub
SMS-y.
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- Cyberstalking. Sprawcy zaczeli monitorowaé¢ aktywnos¢ ofiar na wczesnych portalach
spotecznosciowych, wykorzystujac prywatne informacje w miejscu pracy.

Mobbing stat sie bardziej inwazyjny i zaczat wkracza¢ w zycie prywatne pracownika.

Faza 3: Eksplozja (2020 - obecnie). Era pandemii i pracy zdalnej

Globalne przejscie na prace zdalng i hybrydowa spowodowane pandemig COVID-19 byto
katalizatorem dla nowych, wyrafinowanych form cybermobbingu. Fizyczna izolacja
pracownikdw w domach paradoksalnie zwiekszyta ich podatnos¢ na ataki psychiczne przez
ekran.

- Mobbing na wideokonferencjach, stat sie jedng z najdotkliwszych form. Obejmuje publiczne
upokarzanie pracownika "na zywo" przed catym zespotem, celowe przerywanie, wySmiewanie
wygladu, a nawet tta (np. "nieprofesjonalne biuro w domu", batagan, pojawiajgce sie dzieci) .

- Cyfrowa izolacja: Jest to nowa forma "wykluczania z zespotu". Polega na celowym
nieinformowaniu o kluczowych spotkaniach online, niewysytaniu linkdw, usuwaniu z kanatow
na komunikatorach lub ignorowaniu wiadomosci przy widocznym statusie "online".

- Nekanie poza godzinami pracy. Praca zdalna zatarta granice czasowe. Sprawcy (czesto
przetozeni) zaczeli wymuszac¢ prace w godzinach nocnych i weekendy, wysytajgc wiadomosci i
oczekujac natychmiastowej reakcji, naruszajgc "prawo do bycia offline" .

- Nadmierna kontrola (Bossware), wprowadzenie oprogramowania s$ledzgcego kazde
klikniecie myszka, robigcego zrzuty ekranu czy monitorujgcego aktywnosé klawiatury.
Uzywane nie do mierzenia efektéw, ale do zastraszania i wywierania ciggtej presji psychiczne;.

3.3 Przykfad naduzycia:

W dobie powszechnego przejscia na tryb home office, wielu pracodawcéw staneto przed
wyzwaniem jak zarzgdzac zespotem, ktdrego nie widaé? Niestety, dla niektorych odpowiedzig
stata sie technologia wykorzystana w sposéb opresyjny. Jedna z gtosniejszych spraw w
Europie, ktora dotarta az przed oblicze sadu, stata sie kluczowym punktem odniesienia dla
przepisdw o mobbingu zdalnym réwniez w Polsce i Butgarii. Historia dotyczyta firmy, ktéra
narzucita swoim pracownikom bezwzgledny wymadg, przez petne osiem godzin pracy ich
kamery internetowe musiaty pozostawaé wtgczone, a ekrany komputerdw stale udostepnione
do podgladu dla kadry zarzadzajacej. Oficjalnym powodem byta cheé ,,utrzymania dyscypliny i
efektywnosci”. Jeden z pracownikdw, czujgc narastajgcy lek i naruszenie swojej sfery intymnej,
odmowit statej transmisji wideo ze swojego mieszkania. Jego opdr uznano za razgce
naruszenie obowigzkéw i zwolniono go w trybie natychmiastowym.

Wyrok sgdu, dom to nie hala fabryczna, dlatego sad stanat po stronie pracownika. Uznano, ze
dom pracownika, nawet jesli tymczasowo petni funkcje biura, pozostaje strefg chroniona.
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State monitorowanie wizyjne uznano za dziatanie naruszajgce godnos¢ ludzkay. Sedziowie
podkresdlili, ze efektywnosé pracy mierzy sie wynikami, a nie fizyczng obecnoscig przed
obiektywem. Permanentna obserwacja zostata zakwalifikowana jako forma psychicznego
znecania sie, prowadzaca do przewlektego stresu i poczucia osaczenia.

Ten przypadek uczy nas, ze cybermobbing to nie tylko wyzwiska na czacie. To takze nadmierna,
technologiczna kontrola, ktéra odbiera pracownikowi poczucie bezpieczenstwa. Zmuszanie do
transmisji wideo bez merytorycznego uzasadnienia jest forma inwigilacji, a nie zarzadzania.

Praca zdalna wymaga redefinicji zaufania, kazda instytucja powinna pamieta¢, ze zgodnie z
duchem przepiséw (m.in. Art. 94 KP w Polsce oraz Art. 127 LC w Butgarii), ochrona godnosci
pracownika jest wartos$cig nadrzedng, ktdra nie koriczy sie wraz z zamknieciem drzwi biura.

4. Samoobrona asertywna

Asertywnosc w sieci to nie agresja, lecz jasne wyznaczanie granic. Ponizsze komunikaty
zostaty opracowane tak, aby chroni¢ Twojg godnos¢, nie dajgc sprawcy pretekstu do
oskarzenia Cie o brak profesjonalizmu.

4.1. Ochrona czasu prywatnego
Otrzymujesz maile lub wiadomosci na komunikatorze péznym wieczorem lub w weekend.

Komunikat: , Dziekuje za wiadomos¢. Zgodnie z moimi godzinami pracy, zajme sie tym
tematem i przygotuje odpowiedz jutro rano (lub w najblizszy poniedziatek) od godziny 8:00.
Pozdrawiam”.

Dlaczego to dziata? Nie przepraszasz za to, ze nie pracujesz. Stwierdzasz fakt i podajesz
konkretny termin realizacji, co jest wyrazem profesjonalizmu, a nie unikania pracy.

4.2. Reakcja na publiczng krytyke

Sytuacja: Przetozony lub wspdtpracownik wysmiewa Twaj btad na kanale ogdlnym, widocznym
dla wszystkich.

Komunikat: ,Doceniam Twojg czujnos$é i cheé¢ poprawy jakosci projektu. Sugeruje jednak,
aby$my szczegétowe uwagi omoéwili podczas rozmowy indywidualnej (1:1) lub w watku
prywatnym. Pozwoli to na merytoryczne wyjasnienie kwestii bez angazowania catego
zespotu”.

Dlaczego to dziata? Spokojnie, ale stanowczo przenosisz rozmowe z ,widowiska dla
wszystkich” na grunt profesjonalny. Pokazujesz, ze nie boisz sie merytoryki, ale nie akceptujesz
formy ataku.

Ty
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4.3. Granice inwigilacji

Sytuacja: Przymuszanie do statego witgczania kamery, gdy nie jest to wymagane
merytorycznie.

Komunikat: ,,Moja obecnos¢ na dzisiejszym spotkaniu jest w petni aktywna w formie audio. Ze
wzgledu na warunki techniczne w moim obecnym miejscu pracy zdalnej, kamere wigczam
wyfacznie podczas kluczowych narad i warsztatéw, co pozwala mi na zachowanie najwyzszej
koncentracji na tresci rozmowy”.

Dlaczego to dziata? Powotujesz sie na ,koncentracje” i ,,warunki techniczne”. To argumenty
merytoryczne, z ktérymi trudno dyskutowaé bez wchodzenia w role inwigilatora.

4.4. Walka z ignorowaniem
Sytuacja: Twoje pytania s3 wyswietlane, ale celowo ignorowane, co uniemozliwia Ci prace.

Komunikat: ,, W nawigzaniu do moich poprzednich pytan (z dnia...), przesytam przypomnienie.
Brak decyzji w tym punkcie wstrzymuje realizacje etapu X. Prosze o informacje zwrotng do
godziny 15:00, abym mdgt/mogta kontynuowac prace zgodnie z harmonogramem”.

Dlaczego to dziata? Przerzucasz odpowiedzialnos¢ za opdznienie na osobe, ktéra Cie ignoruje.
Dokumentujesz fakt, ze probowates/as uzyska¢ kontakt, co jest kluczowe przy pdzniejszym
dowodzeniu mobbingu.

4.5. Reakcja na nekajace telefony

Sytuacja: Ktos dzwoni do Ciebie wielokrotnie bez uprzedzenia, przerywajgc Ci prace w
skupieniu (tzw. bombing telefoniczny).

Komunikat (SMS/Czat): ,Widze Twoje potgczenia. Obecnie pracuje w trybie gtebokiego
skupienia nad zadaniem Y. Prosze o krétkg wiadomosé, czego dotyczy sprawa, lub o ustalenie
terminu rozmowy w kalendarzu na jutro”.

Dlaczego to dziata? Uczysz drugg strone szacunku do Twojego czasu pracy. Pokazujesz, ze
jestes$ dostepny/a, ale na jasnych, profesjonalnych zasadach.
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5. Aspekty Prawne

Projekt opiera sie na analizie poréwnawczej systemow prawnych obu krajéw, wskazujac, ze
ochrona pracownika w sieci jest obowigzkiem kazdego pracodawcy:

Polska: zgodnie z Kodeksem Pracy (Art. 94), pracodawca jest obowigzany przeciwdziatac¢
mobbingowi. Prawo chroni godnos¢ i dobra osobiste pracownika, bez wzgledu na to, czy praca
jest swiadczona w biurze, czy w trybie home office.

Butgaria: Ochrona opiera sie na dwéch filarach:

- Kodeks Pracy (Art. 127 ust. 2): naktada na pracodawce obowigzek ochrony godnosci
pracownika podczas wykonywania obowigzkdéw stuzbowych.

- Ustawa o Ochronie przed Dyskryminacja (PADA): definiuje nekanie (w tym na tle pfci, wieku
czy rasy) i stanowi kluczowe narzedzie w walce z toksycznymi zachowaniami, ktére moga
towarzyszyé cybermobbingowi.

6. Gdzie zgtasza¢ naduzycia i na jaka pomoc liczy¢?
Jesli doswiadczasz mobbingu zdalnego, panstwo oferuje konkretne mechanizmy wsparcia.

Pamietaj! Pierwszym krokiem powinno by¢ zawsze oficjalne zgtoszenie problemu wewnatrz
organizacji (np. do dziatu HR lub zarzadu) w obu krajach posiadanie dowodu na to, ze
probowates rozwigzaé sprawe wewnetrznie, wzmacnia Twojg pozycje w pdzniejszym procesie
przed organami panstwowymi. Zbieraj dowody (zrzuty ekranu, e-maile, nagrania spotkan
online).

W POLSCE:

1. Panstwowa Inspekcja Pracy (PIP): Mozesz ztozy¢ skarge na pracodawce, ktéry nie
dopetnit obowigzku przeciwdziatania mobbingowi. Inspektorzy mogg przeprowadzié
kontrole w firmie i wydac zalecenia naprawcze.

2. Sad Pracy: To tutaj dochodzisz odszkodowan. W sprawach o mobbing ciezar dowodu
spoczywa na pracowniku, ale sgdy coraz czesciej uznajg logi z systeméw firmowych i
historie czatow za kluczowe dowody.

3. Bezpfatna pomoc prawna: W catej Polsce dziatajg punkty Nieodptatnej Pomocy
Prawnej (finansowane z budzetu panstwa), gdzie doradcy pomoga Ci sformutowac
pismo do pracodawcy lub pozew.
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W BULGARILI:

1. Generalna Inspekcja Pracy (Glavna Inspektsia po Truda): Gtéwny organ kontrolujgcy
przestrzeganie prawa pracy. Mozna tam zgtasza¢ naruszenia dotyczace godnosci
pracowniczej i warunkéw pracy zdalnej.

2. Komisja ds. Ochrony przed Dyskryminacjg (KZD): Jesli nekanie w sieci wigze sie z
dyskryminacjg, Komisja ta jest najbardziej skutecznym organem. Moze nakfadac
wysokie kary finansowe na pracodawcow i nakazad zaprzestanie toksycznych praktyk.

3. Organizacje Pozarzadowe (NGO): Panstwo butgarskie czesto wspotpracuje z
organizacjami takimi jak Bulgarian Helsinki Committee czy PULSE Foundation, ktére
oferujg bezptatne wsparcie prawne i psychologiczne dla ofiar przemocy, w tym
cyberprzemocy w pracy.

7. Sygnaly ostrzegawcze: Jak rozpoznac ,ukryte ofiary”?

W pracy zdalnej nie widzimy mowy ciata wspétpracownika, dlatego musimy wyczuli¢ sie na
»cyfrowe symptomy” wykluczenia:

- lek przed logowaniem: pracownik unika wtaczania kamery, rzadziej zabiera gtos podczas
rozmow grupowych, mimo ze wczesniej byt aktywny.

- nagty spadek wydajnosci: osoba, ktdra dotgd pracowata rzetelnie, zaczyna popetnia¢ proste
btedy lub spdzniac sie z terminami (czesto wynik paralizujgcego stresu przed kontaktem z
mobberem).

- wycofanie sie z ,wirtualnej kawy”: unikanie nieformalnych kanatéw komunikacji i
ograniczanie interakcji do absolutnego, technicznego minimum.

- zmiana stylu komunikacji: przejscie na skrajnie formalny, defensywny ton w e-mailach lub
nadmierne ttumaczenie sie z kazdej minuty pracy.

8. Sekcje dedykowane: Checklisty

Personalizacja to klucz do skutecznosci. Wybierz swojg role, odznacz zrealizowane punkty i
korzystaj z Mapy Pomocy, by profesjonalnie wspiera¢ swoich klientéw i pracownikéw.
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7.1 Rekruter i HR: ,,Straznik Dobrostanu”

Jako pierwsza linia kontaktu, ksztattujesz standardy etyczne firmy juz na etapie naboru. Twoim
celem jest budowanie bezpiecznych procesow od pierwszego kontaktu.

O Szacunek cyfrowy: Czy kazdy kandydat otrzymat feedback? (Unikanie ghostingu jako formy
wykluczenia).

O Audyt Managera: Czy podczas interview online reaguje na agresje pasywng lub niestosowne
komentarze oséb decyzyjnych?

O Onboarding: Czy pracownik zna swoje ,,Prawo do odtgczenia” (Right to disconnect)?

O Monitoring: Czy systemy Sledzenia aktywnosci w firmie sg transparentne i nie stuzg do
zastraszania?

7.2 Posrednik Pracy: ,,Audytor Bezpiecznego Miejsca”

Zanim skierujesz klienta do pracodawcy, zweryfikuj, czy miejsce to gwarantuje dobrostan
psychiczny.

O Weryfikacja ofert: Czy pracodawca narzuca nierealne standardy dostepnosci 24/7?

O Wywiad z pracodawca: Pytaj o wdrozone procedury antymobbingowe specyficzne dla pracy
zdalnej.

O Przygotowanie klienta: Czy poinformowatem klienta o jego prawach wynikajacych z Art. 943
KP (PL) lub Art. 127 LC (BG)?

O Sygnaty ostrzegawcze: Czy klient, ktéory wrdcit z rekrutacji, nie wykazuje leku przed
ponownym kontaktem online z tg firmg?

7.3 Instytucje i NGO: ,,Centrum Wsparcia i Standardow”
Wdrazaj systemowe rozwiqzania chronigce kadry i budujgce zaufanie spoteczne.

O Trauma-Informed Administration: Czy nasze procedury zgtoszen chronig ofiare przed
ponowng traumg (wtérng wiktymizacjg)?

O Archiwizacja dowodoéw: Czy przeszkolilismy zespdt, jak robi¢ zrzuty ekranu z metadanymi i
zabezpieczac logi systemowe?

O Dostepnos¢ cyfrowa (WCAG): Czy nasze narzedzia nie wykluczajg oséb z
niepetnosprawnosciami (co moze by¢ forma dyskryminacji)?

O Transparentnos¢ RODO: Czy informujemy pracownikéw, jakie dane o ich pracy zdalnej
gromadzimy?
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7.4 Doradca Zawodowy: , Architekt Nowej Sciezki”
Przywracaj sprawczos¢ osobom, ktére doswiadczyty cyfrowej przemocy.

O Analiza sytuacji: Czy pomogtem klientowi nazwa¢ konkretne zachowania (np. ,To byt
stalking cyfrowy”, a nie ,, Twoja wina”)?

O Trening asertywnosci: Czy prze¢wiczyliSmy komunikaty chronigce granice (np. ,,Odpowiem
na maila w godzinach pracy”)?

O Strategia wyjscia: Czy opracowalismy plan zmiany pracy, ktéry skupia sie na mocnych
stronach klienta?

O Stabilizacja: Czy klient wie, ze zmiana toksycznego Srodowiska to profesjonalna decyzja o
ochronie wfasnego zdrowia?

8. Algorytm Pierwszej Pomocy: ,,Cyfrowy Slad”

W swiecie cyfrowym dowdd, ktorego nie zabezpieczysz w ciggu kilku minut, moze znikng¢ na
zawsze. Naucz sie, jak profesjonalnie dokumentowac naduzycia, aby Twoje zgtoszenie byto
niepodwazalne dla dziatu HR, Inspekcji Pracy czy Sqdu.

KROK 1: Zrzut ekranu, liczy sie petny kontekst
Nigdy nie wycinaj samej ,chmurki” z tekstem wiadomosci.
Jak to zrobi¢ poprawnie? Wykonaj zrzut catego ekranu (PrintScreen)

Dowdd musi zawierac:

- pasek zadan z widoczng datg i godzing systemowa.

- pasek adresu (URL), jesli korzystasz z przegladarki (np. wersja webowa Teams).

- liste uczestnikéw, jesli agresja ma miejsce na czacie grupowym.

- kontekst: wiadomosci poprzedzajgce i nastepujace po incydencie, aby sprawca nie mogt
zarzuci¢ Ci wyrwania stow z kontekstu.

KROK 2: Archiwizacja e-maili. Dowdd ,,nie do podrobienia”
Sam PDF czy screen e-maila to za mato, tatwo go sfabrykowad.

Zapisz nekajgcg wiadomosé jako plik w formacie .eml lub .msg (opcja ,,Zapisz jako” w
Outlook/Gmail).

Dlaczego? Taki plik zawiera tzw. nagtowki techniczne (Metadata). To cyfrowy odcisk palca
wiadomosci, ktéry zawiera adres IP nadawcy i serwera. Dla informatyka sledczego to dowadd,
ze e-mail jest autentyczny i nie zostat zmanipulowany.
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KROK 3: Dziennik zdarzen (logbook), Twoja linia obrony

Mobbing to proces. Pojedynczy screen moze by¢ uznany za incydent, ale dziesie¢ wpisow w
dzienniku to dowdd na uporczywosc.

Stworz arkusz (Excel/Notatnik), w ktérym na biezgco notujesz:

- kto i kiedy? (doktadna data i czas zdarzenia).

- gdzie? (nazwa narzedzia: Slack, Teams, WhatsApp, Zoom).

- opis zdarzenia: beznamietny opis faktow (np. , Przetozony wytgczyt moj mikrofon podczas
prezentacji i nazwat mojg prace amatorszczyzng przy 12 osobach”).

- twoja reakcja (np. ,,Poprositem o merytoryczne uwagi na pi$mie, brak odpowiedzi”).

- Swiadkowie, lista 0sdb, ktére byty zalogowane/obecne na spotkaniu.

KROK 4: Zewnetrzne potwierdzenie czasu (time-stamping)

Musisz udowodni¢, ze dowdd powstat w dniu zdarzenia, a nie zostat ,,stworzony” pdzniej na
potrzeby procesu. Wszystkie screeny i zapisane pliki e-mail przeslij niezwtocznie na swoj
prywatny adres e-mail (poza serwerem firmowym).

Niezalezny dostawca poczty (np. Google, iCloud) nada Twojej wiadomosci wtasny,
nieusuwalny znacznik czasu. Jest to najprostsza i najtansza metoda na tzw. ,date pewng”
dowodu.

Pamietaj! ,Zgodnie z orzecznictwem w Polsce (Art. 94 KP) i Butgarii (Art. 127 LC), dowody
cyfrowe sq petnoprawnym materiatem w sprawach o mobbing. Pamietaj: sprawca moze
usung¢ wiadomos¢ na serwerze firmy, ale nie moze usungc¢ dowodu, ktory Ty zabezpieczytes
na prywatnym nosniku”.

9. ARKUSZ AUTODIAGNOZY

Czy granica miedzy pracq a Twoim Zyciem prywatnym zostata naruszona? Czy czujesz, ze
przestrzen cyfrowa przestata byc¢ bezpieczna? Odpowiedz szczerze na poniisze pytania,
zaznaczajgc odpowiedz TAK lub NIE.

I. REAKCJE ORGANIZMU | EMOCIE

Czy odczuwasz fizyczny dyskomfort (np. scisk w zotgdku, kotatanie serca, nagte napiecie),
gdy styszysz dzwiek powiadomienia z aplikacji firmowej (Teams, Slack, Mail)?

[ TAK] [ NIE]
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Czy odczuwasz lek przed zalogowaniem sie do systemu rano lub sprawdzasz wiadomosci
stuzbowe tuz przed snem, by unikngé , porannej fali krytyki”?

[ TAK][NIE]
Il. KONTROLA | INWIGILACIA

Czy Twoj przetozony wymaga statej dostepnosci na ,zielonym statusie” (aktywnosé) i
rozlicza Cie z kilkuminutowych przerw w aktywnosci klawiatury?

[ TAK][NIE]

Czy czujesz presje, by miec stale wigczong kamere w sytuacjach, ktére tego nie wymagaja
(np. praca indywidualna), czujac, ze jestes$ , podgladany/a” we wtasnym domu?

[ TAK] [ NIE]
[1l. RELACIJE | IZOLACJA (GHOSTING CYFROWY)

Czy masz wrazenie, ze jestes celowo pomijany/a w zaproszeniach na wazne spotkania
online lub wykluczany/a z grup roboczych, w ktérych zapadajg decyzje dotyczgce Twojej
pracy?

[ TAK] [ NIE ]

Czy zdarza sie, ze Twoje wiadomosci i pytania merytoryczne sg wyswietlane przez zespot
lub managera, ale systematycznie ignorowane (brak odpowiedzi)?

[ TAK] [ NIE ]
IV. PUBLICZNA KRYTYKA

Czy Twoje potkniecia lub btedy s3 omawiane publicznie na kanatach ogdlnych (czaty
grupowe), zamiast podczas indywidualnej rozmowy z przetozonym?

[ TAK][NIE]

Czy doswiadczasz sarkazmu, wysmiewania tta Twojego mieszkania lub Twojego wygladu
podczas wideokonferencji?

[ TAK] [ NIE ]

INTERPRETACJA WYNIKOW

- 1-2 odpowiedzi ,, TAK” to sygnat ostrzegawczy. Twoje granice sg testowane. To najlepszy
moment na zastosowanie asertywnych komunikatéw i wyjasnienie zasad wspdtpracy.

- 3 i wiecej odpowiedzi ,TAK” istnieje wysokie ryzyko, ze doswiadczasz mobbingu zdalnego.
Twoje zdrowie psychiczne i godnos¢ sg zagrozone. Nie czekaj, az sytuacja sie pogorszy.
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PAMIETAJ!
Mobbing zdalny rzadko zaczyna sie od krzyku. Najczesciej to ,cicha przemoc”: izolacja,
nadmierna kontrola i powolne odbieranie pewnosci siebie.

10. Miedzynarodowa Mapa Pomocy

Gdy potrzebna jest interwencja prawna lub psychologiczna, przekaz te adresy swojemu
klientowi:

Kraj Instytucja / Organizacja Zakres Pomocy

Polska Panstwowa Inspekcja Pracy (PIP) Skargi na pracodawce, kontrole
warunkéw pracy.

Polska Stowarzyszenia Antymobbingowe Wsparcie psychologiczne i grupy
wsparcia.

Butgaria | Commission for Protection Against | Kluczowy organ w sprawach nekania i
Discrimination (CPAD) dyskryminacji (PADA).

Butgaria | General Labour Inspectorate (GLI) Nadzér nad prawem pracy i
bezpieczenstwem (Art. 127 LC).

Butgaria | Animus Association Foundation Catodobowa infolinia wsparcia dla ofiar
przemocy (0800 1 86 76).

Butgaria | CITUB / Podkrepa Zwigzki zawodowe wspierajgce w
sporach z pracodawca.
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