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Profesjonalne przygotowanie instytucji publicznych i organizacji pozarzgdowych do
systemowego przeciwdziatania cybermobbingowi, poprzez wdrozenie procedur ochrony
wtasnych kadr (zarzgdzanie ryzykiem i wizerunkiem) oraz podniesienie standardéw obstugi
beneficjentéw (wsparcie wrazliwe na traume i dostepne cyfrowo), z uwzglednieniem
specyfiki pracy zdalnej i wspétpracy miedzynarodowej (PL-BG).

Po ukonczeniu szkolenia uczestnik (przedstawiciel instytucji):

Zna odpowiedzialnos$¢ prawng. Rozumie obowigzki instytucji jako pracodawcy w
Swietle Kodeksu Pracy (PL/BG) oraz przepisy o ochronie przed dyskryminacjg (ustawa
PADA w Butgarii).

Zarzadza kryzysem. Potrafi zareagowac na oskarzenie o mobbing wewnatrz instytucji
w sposéb chronigcy wizerunek zaufania publicznego, zachowujgc transparentnos¢ i
RODO.

Stosuje podejscie ,, Trauma-Informed Administration” (administracji wrazliwej na
traume), unikajgc wtdrnej wiktymizacji beneficjentéw zgtaszajgcych przemoc.

Potrafi odréznié cyberatak od nekania i wie, jak zabezpieczy¢ dowody cyfrowe (e-
maile, logi) w sposdb procesowy.

Rozumie mechanizmy cybermobbingu wobec oséb z niepetnosprawnosciami i wie,
jak zapewnic¢ im wsparcie zgodnie ze standardami dostepnosci (WCAG).

Potrafi stworzy¢ mape lokalnych instytucji pomocowych (PL/BG) i skutecznie odsytac
beneficjentéw (signposting).

Zna techniki przeciwdziatania wypaleniu zawodowemu i stresowi zastepczemu u
pracownikéw ,pierwszego kontaktu”.

Metody:

Prezentacja ram prawnych (PL/BG) i definicji cybermobbingu.

Analiza i tworzenie zapisdw do regulaminéw wewnetrznych (np. kanaty dla
sygnalistéw).

Praca na realnych scenariuszach kryzyséw wizerunkowych oraz trudnych rozmow z
beneficjentami.

Instruktaz zabezpieczania dowoddw cyfrowych (tworzenie ,,zrzutow ekranu” o
wartosci dowodowej).

Cwiczenie polegajace na budowaniu sieci wspétpracy lokalnej i miedzynarodowej.

Wymiana doswiadczen miedzy sektorem publicznym a NGO.
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Materiaty szkoleniowe:

e Prezentacja multimedialna, zawierajgca statystyki, podstawy prawne i schematy
postepowania.

e Broszura Informacyjna, kompendium wiedzy do dystrybucji wérdd pracownikéw i
beneficjentéw (wersja cyfrowa).

e Przyktadowa , Procedura Antymobbingowa dla pracy zdalnej” oraz , Karta Zgtoszenia
Nieprawidtowosci” (dla sygnalistow).

e Checklista ,Instytucja Bezpieczna Cyfrowo”, lista kontrolna obejmujgca aspekty
techniczne i proceduralne.

e Przewodnik techniczny, krétka instrukcja ,Jak zabezpiecza¢ dowody cyfrowe?”.

e Mapa Instytucji Pomocowych. Lista kontaktowa do PIP, GLI, CPAD, organizacji
wspierajagcych w PL i BG.

Rezultaty:

e Wzmocnienie instytucjonalne. Wdrozenie lub aktualizacja procedur wewnetrznych
(ochrona sygnalistdw, polityka antymobbingowa) dostosowanych do pracy zdalnej.

e Profesjonalizacja wsparcia. Pracownicy instytucji bedg potrafili skuteczniej
identyfikowa¢ ofiary cybermobbingu wsréd beneficjentéw i udziela¢ im adekwatnej
pomocy, minimalizujac ryzyko bteddw.

e Bezpieczenstwo wizerunkowe, instytucje bedg przygotowane na zarzadzanie
kryzysem medialnym zwigzanym z oskarzeniami o mobbing.

e Sieciowanie (networking). Powstanie lokalnych koalicji miedzy urzedami a NGO na
rzecz przeciwdziatania wykluczeniu cyfrowemu i przemocy.

¢ Wdrozenie ,Zielonego Biura”. Promocja cyfrowego obiegu dokumentéw i szkolen
online jako standardu ekologicznego.

o Wozrost kompetencji cyfrowych. Kadra zdobedzie umiejetnosé technicznego
zabezpieczania dowoddéw nekania.

Czas trwania: 6 godzin dydaktycznych

Grupa docelowa: Kadra zarzadzajgca NGO/Urzeddw, pracownicy socjalni, HR instytucjonalny.
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1. Wstep

Narracja trenera, wyjasnienie celéw oraz rezultatow spotkania, np. ,,Witam Panstwa na
warsztacie realizowanym w ramach projektu 'Remote mobbing exists!'. Jest to inicjatywa
polsko-butgarska, ktérej celem jest wypracowanie standardéw ochrony pracownikéw w
dobie cyfryzacji. Dlaczego spotykamy sie w gronie instytucji? Poniewaz to na urzedach, NGO i
organizacjach pomocowych spoczywa podwdjna odpowiedzialnos$¢: dbanie o wtasne kadry
oraz bycie wzorem standardéw etycznych dla sektora prywatnego.”

Ustalenie zasad (poufnosc¢ "Las Vegas", otwartosé, szacunek).

Runda zapoznawcza (Icebreaker): "Mitologia Biurowa"

4

Zadanie: Uczestnicy majg dokonczy¢ zdanie: ,W mojej instytucji o mobbingu méwi sie, ze..."
(np. ,,...to problem korporacji”, ,,...nie mamy na to czasu”, ,,...u nas wszyscy sie lubig”).

Cel: Zdiagnozowanie barier mentalnych i zaprzeczen wystepujgcych w kulturze
organizacyjnej sektora publicznego/spotecznego.

2. Prawo w pigutce, dlaczego musimy reagowac?

Polska - obowiazek pracodawcy (Kodeks Pracy):

o Art. 943 KP: Trener podkre$la, ze przeciwdziatanie mobbingowi to nie "dobra
wola" dyrektora, ale ustawowy obowigzek.

o Odpowiedzialnos¢ Instytucji. Brak reakcji na zgtoszenia (np. o nekaniu na
komunikatorach) naraza instytucje na procesy sgdowe o zadosc¢uczynienie i
odszkodowanie, co w przypadku jednostek budzetowych wigze sie z
naruszeniem dyscypliny finanséw publicznych (wyptata odszkodowan z winy
pracodawcy).

o Definicja mobbingu, przypomnienie przestanek: uporczywos¢, dtugotrwatosé,
nekanie/zastraszanie, zanizona ocena przydatnosci.

Definicja mobbingu:
1. Podstawa prawna:

"Mobbing oznacza dziatania lub zachowania dotyczgce pracownika lub skierowane
przeciwko pracownikowi, polegajgce na uporczywym i dtugotrwatym nekaniu lub
zastraszaniu pracownika, wywotujgce u niego zanizonq ocene przydatnosci zawodowej,
powodujgce lub majgce na celu ponizenie lub osmieszenie pracownika, izolowanie go lub
wyeliminowanie z zespotu wspdtpracownikow."
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2. Dekonstrukcja przestanek (co to oznacza w praktyce?)

Aby zachowanie zostato uznane za mobbing, muszg wystgpic¢ tgcznie okreslone przestanki.
Trener omawia kazdg z nich, podajgc przyktady z cyfrowego srodowiska pracy.

A. Nekanie lub zastraszanie, to element terroru psychicznego. Nie musi to byc¢ krzyk. W pracy
zdalnej przybiera forme "biatych rekawiczek". Wywieranie presji psychicznej, intencjonalne
sprawianie przykrosci, grozby (jawne lub ukryte).

Przyktad cyfrowy:

o Woysytanie e-maili z dwuznacznymi grozbami ("Zastandéw sie, czy pasujesz do
naszego zespotu") z ukrytg kopia do dyrektora.

o "Mute & Humiliate" — wyciszanie pracownika podczas wideokonferencji,
uniemozliwianie mu obrony, ignorowanie jego obecnosci.

B. Uporczywos$é, mobbing to proces, nie incydent. Dziatania sg rozciggniete w czasie,
powtarzajg sie systematycznie. Jednorazowa ktétnia, nawet ostra, to konflikt, a nie mobbing.
Uporczywos¢ swiadczy o ztej woli sprawcy.

Przyktad cyfrowy:

o Codzienne bombardowanie pracownika zadaniami "na wczoraj" tuz przed
koricem pracy.

o Regularne pomijanie pracownika w zaproszeniach na spotkania zespotu na
Teamsach (nie raz przez pomytke, ale stale).

C. Dtugotrwatos¢. Prawo nie okresla sztywnej granicy (np. 6 miesiecy). Sgd Najwyzszy
wskazuje, ze dtugotrwatosé ocenia sie w zaleznosci od intensywnosci nekania. Im bardziej
drastyczne nekanie, tym krétszy czas wystarczy, by uznaé je za mobbing.

W strukturach urzedowych mobbing czesto trwa latami, poniewaz sprawca jest
"nieusuwalny" lub chroniony politycznie/strukturalnie.

Mit: "To trwa dopiero 2 tygodnie, wiec to nie mobbing".
Jesli przez 2 tygodnie pracownik jest codziennie publicznie upokarzany na wideoczatach,
intensywnos¢ moze spetniaé przestanke mobbingu.

D. Zanizona ocena przydatnosci zawodowej, to jest cel lub efekt dziatarn mobbera.
Zniszczenie poczucia wartosci ofiary. Pracownik, ktory byt kompetentny, zaczyna watpi¢ w
swoje umiejetnosci, popetnia btedy ze stresu, czuje sie bezwartosciowy.

Ty
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Przykfad cyfrowy:

o Szef kaze raportowac kazde 15 minut pracy w Excelu, sugerujac, ze pracownik
"obija sie" w domu.

o Publiczne wytykanie drobnych literéwek na ogdlnym kanale komunikacyjnym,
przy ignorowaniu sukcesow.

E. Ponizenie, osmieszenie, izolacja. Jest najtatwiejsza do osiggniecia i najtrudniejsza do
udowodnienia. Polega na odcieciu od przeptywu informacji (e-maile, dostepy do plikéw).
Pracownik staje sie "cyfrowym duchem". Komentowanie tta w kamerze, wygladu
domowego, ironiczne uwagi o "wakacjach na home office".

Podsumowanie dla Instytucji:

Mobbing a Zarzadzanie.

Wydawanie polecen stuzbowych, nawet stanowczych, czy egzekwowanie termindéw
nie jest mobbingiem, dopdki nie narusza godnosci pracownika. Instytucja ma prawo
wymagac pracy, ale nie ma prawa nekac.

Subiektywne vs. Obiektywne.

O tym, czy doszto do mobbingu, nie decyduje tylko subiektywne odczucie ofiary ("jest
mi przykro"), ale obiektywna ocena faktow (czy te zachowania obiektywnie naruszajg
normy spoteczne).

Rola dowoddw.

W pracy zdalnej zostaje slad (logi, e-maile). Instytucja musi by¢ swiadoma, ze te
dowody sg tatwe do zabezpieczenia przez pracownika w ewentualnym procesie
sgdowym.

Buigaria - ochrona godnosci i PADA:

o Ustawa PADA (Protection Against Discrimination Act): W Butgarii
molestowanie (harassment) jest traktowane jako forma dyskryminacji.
Instytucja musi reagowac natychmiast, jesli nekanie dotyczy cech chronionych
(wiek, pteé, niepetnosprawnosc).

o Art. 127 KP (Ochrona Godnosci): Pracodawca ma obowigzek chroni¢ godnos¢
pracownika podczas wykonywania pracy (réwniez zdalnej). Naruszenie

Ty
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godnosci (np. publiczne wysSmianie na wideokonferenc;ji) jest podstawg do
roszczen.

Uczestnicy muszg zrozumied, ze w Butgarii nie ma jednej ,,ustawy o mobbingu”. Ochrona
pracownika jest ,zszyta” z kilku aktdw prawnych, co wymusza na instytucjach specyficzny
sposéb reagowania — szczegdlnie w kontekscie dyskryminaciji.

Ustawa o ochronie przed dyskryminacja (PADA - Protection Against Discrimination Act)

To najpotezniejsze narzedzie prawne w Butgarii w walce z nekaniem.

W butgarskim systemie prawnym molestowanie (harassment) jest traktowane jako forma
dyskryminacji. Ustawa PADA (Art. 5) stanowi wprost, ze nekanie ze wzgledu na cechy
chronione (wiek, pte¢, rase, niepetnosprawnosc itp.) oraz molestowanie seksualne sg
uznawane za dyskryminacje.

Kiedy PADA dziata? Ochrona z tej ustawy jest , aktywowana”, gdy zachowanie mobbera
uderza w ceche chroniong ofiary.

Przyktad: Jesli szef wySmiewa pracownika na wideokonferencji z powodu jego wieku (,Jestes
za stary na te nowe technologie”) —to sprawa dla Komisji ds. Dyskryminacji (CPAD).

Jesli zgtoszenie od pracownika/beneficjenta zawiera watek dyskryminacyjny, instytucja ma
obowigzek natychmiastowego wszczecia dochodzenia, zatrzymania nekania i natozenia kar
dyscyplinarnych.

W Butgarii funkcjonuje wyspecjalizowana Komisja (CPAD), do ktérej pracownik moze zgtosic¢
skarge. CPAD moze prowadzi¢ dochodzenie i naktadac sankcje administracyjne, co jest
Sciezka alternatywna dla sadu.

Art. 127 Kodeksu Pracy

Ten przepis wypetnia luke tam, gdzie nie wystepuje dyskryminacja, ale zachowanie jest
toksyczne.

Obowigzek Pracodawcy: Zgodnie z Art. 127 ust. 2 Kodeksu Pracy (Labour Code), pracodawca
ma bezwzgledny obowigzek chroni¢ godnos¢ pracownika podczas wykonywania pracy.

Brak definicji ,,mobbingu”: Butgarski Kodeks Pracy nie zawiera jednej, wyczerpujgcej definicji
,mobbingu” jako odrebnego zjawiska, tak jak ma to miejsce w polskim KP (Art. 943). Zamiast
tego sady interpretujg mobbing jako naruszenie obowigzku ochrony godnosci.

Zastosowanie w pracy zdalnej: Obowigzek ochrony godnosci obowigzuje w petni réwniez w
pracy zdalnej.
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Przyktad naruszenia: Systematyczne wysytanie ponizajgcych e-maili, izolowanie pracownika
od cyfrowych kanatéw komunikacji czy publiczne krytykowanie go na czacie grupowym sg
traktowane jako naruszenie Art. 127 KP.

Kontekst pracy zdalnej (nowe regulacje w Butgarii)

Warto wspomnie¢ o nowelizacjach Kodeksu Pracy (obowigzujgcych od 2024 r.), ktére
wzmacniajg ochrone w srodowisku cyfrowym:

e Prawo do bycia offline (Right to disconnect): Butgaria wprowadzita przepisy, zgodnie z
ktorymi pracownik zdalny nie ma obowigzku odpowiadac na komunikacje inicjowang
przez pracodawce w czasie przewidzianym na odpoczynek. Naruszanie tego prawa
(nekanie telefonami po godzinach) jest formg cybermobbingu.

¢ Monitoring cyfrowy: Jesli pracodawca uzywa systemow informatycznych do
monitorowania pracy zdalnej (np. raportowanie, algorytmy), musi przekazaé
pracownikowi pisemng informacje o zakresie zbieranych danych. Ukryta inwigilacja
jest naruszeniem prawa.

Wskazdéwki dla trenera

Poréwnanie: ,W Polsce mamy jeden duzy 'paragraf na mobbing' w Kodeksie Pracy. W
Butgarii ochrona jest jak puzzle: sktada sie z ustawy antydyskryminacyjnej (PADA), ochrony
godnosci (KP) i przepiséw BHP (ryzyka psychospoteczne)”.

Praktyka: , Dlatego w Butgarii tak wazne jest ustalenie, dlaczego ktos jest nekany. Jesli
powodem jest pte¢/wiek — idziemy Sciezkg PADA (bardzo skuteczng). Jesli powodem jest 'zty
charakter szefa' — idziemy Sciezkg ochrony godnosci z Kodeksu Pracy.”

3. Nowa rzeczywistos$¢, praca zdalna w Instytucji

Uswiadomienie uczestnikom, ze cyfryzacja urzedu lub organizacji nie moze oznaczac
przeniesienia folwarcznych nawykdw zarzadzania do $wiata wirtualnego. Ustalenie cienkiej
granicy miedzy niezbednym nadzorem a nekaniem.

A. Przeniesienie biurokracji do chmury

Instytucje publiczne i NGO sg tradycyjnie oparte na papierze i obecnosci ('widze cie, wiec
pracujesz'). Nagte przejscie na prace zdalng lub hybrydowa w urzedach czesto odbyto sie bez
zmiany kultury zarzadzania. Efekt? Chaos komunikacyjny, ktdry jest idealng pozywka dla
mobbingu. Brak jasnych zasad to pole do naduzy¢.
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Kluczowy problem, w instytucjach zaufania publicznego pracownicy czesto czujg presje
»stuzby” 24/7. W chmurze ta granica zaciera sie catkowicie.

B. Granice kontroli vs. inwigilacja

Problem nadmiernej kontroli:

(o]

Wiele instytucji, nie ufajac pracownikom zdalnym, siega po narzedzia typu
bossware (oprogramowanie $ledzgce ruch myszki, robigce zrzuty ekranu co kilka
minut).

Interpretacja pod katem mobbingu. Taka inwigilacja wykracza poza nadzér nad
efektami pracy. Moze zosta¢ uznana za forme zastraszania (nekania) i naruszenie
godnosci pracownika, sugerujgc z gory jego nieuczciwosé. Nadmierny monitoring
cyfrowy jest wskazywany jako czynnik ryzyka psychospotecznego.

Butgarski wzorzec (Best Practice):

(o]

Warto powotac sie na przepisy butgarskie (znowelizowany Kodeks Pracy z 2024
r.), ktére stanowig jasno: jesli pracodawca uzywa systemoéw informatycznych do
monitorowania pracy zdalnej (w tym zarzadzania algorytmicznego), musi
pisemnie poinformowad pracownika o rodzaju zbieranych danych i celu ich
przetwarzania.

Wskazéwka dla polskich instytucji. Transparentnosc to podstawa. Jesli
monitorujesz logi — poinformuj o tym. Ukryta kontrola niszczy zaufanie i w
przypadku sporu sgdowego dziata na niekorzys¢ pracodawcy.

C. Prawo do bycia offline

Kontekst prawny (Butgaria):

o

Trener wskazuje, ze w Butgarii ,,prawo do bycia offline” jest wpisane wprost w
regulacje dotyczace pracy zdalnej.

Pracownik nie ma obowigzku odpowiadaé na komunikacje inicjowang przez
pracodawce w czasie przewidzianym na odpoczynek (dzienny i tygodniowy).

Dyskusja z grupa:

(o]

Pytanie do sali: ,,Jak to wyglgda w Paristwa urzedzie/fundacji? Czy pracownik
socjalny odbiera telefony od podopiecznych lub szefa o 20:00? Czy urzednik
odpisuje na maile w weekend?”
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Whiosek: Instytucja musi stworzy¢ procedury (np. dyzury), ktére zdejma z pojedynczego
pracownika ciezar bycia dostepnym 24/7. Wymuszanie dyspozycyjnosci non-stop jest prostg
droga do wypalenia i pozwéw o mobbing.

Wyzwanie: Przeniesienie biurokracji do chmury.

e Granice kontroli vs. Inwigilacja:

o Omowienie ryzyka stosowania oprogramowania $ledzgcego (bossware) w
instytucjach zaufania publicznego. Nadmierna kontrola (np. zrzuty ekranu co 5
min) moze zostaé uznana za forme mobbingu (zastraszanie).

o Butgarski wzorzec: Pracodawca przy pracy zdalnej musi pisemnie informowac
pracownika o zakresie zbieranych danych (monitoring systemow).

e Prawo do bycia offline

o W Butgarii prawo to jest wpisane wprost w regulacje dot. pracy zdalnej —
pracownik nie musi odpowiadaé na komunikacje poza godzinami pracy.

o Dyskusja: Jak to wyglada w polskich urzedach/NGO? Czy pracownik socjalny
odbiera telefony wieczorem? Trener wskazuje, ze wymuszanie dostepnosci
24/7 jest przestankg mobbingu (nekanie poza godzinami pracy).

Modut 1: Tarcza Instytucji — Procedury i Wizerunek (45 min)

Cel modutu: Wyposazenie instytucji w narzedzia do ochrony reputacji w sytuacjach
kryzysowych oraz stworzenie funkcjonalnego, bezpiecznego $rodowiska dla zgtaszania
nieprawidtowosci (zgodnie z dyrektywg o ochronie sygnalistéw), ktére realnie chroni przed
eskalacjg mobbingu.

1. Zarzadzanie Kryzysowe / PR —,,Gdy mleko sie rozleje”

Instytucje publiczne i organizacje pozarzgdowe opierajg sie na walucie, ktdrg jest zaufanie
spoteczne. Mobbing to nie tylko krzywda pracownika — to zdrada tego zaufania. W dobie
medidw spotecznosciowych kryzys nie wybucha powoli, on wybucha nagle. Dzi$
przeéwiczymy, jak nie dolewaé oliwy do ognia.

Mini-Case Study: "Kryzys w Gminie X"

e Scenariusz (do odczytania lub wyswietlenia): Na popularnej lokalnej grupie na
Facebooku ("Spotted: Gmina X") pojawia sie anonimowy wpis: , W Urzedzie Gminy X
mobbing to codziennos¢. Dyrektor Y wyzywa nas na Teamsach, kaze pracowac w
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weekendy za darmo, a HR milczy i udaje, ze nie widzi problemu. Mamy dosc¢!”. Wpis
ma juz 200 udostepnien, a lokalny portal informacyjny dzwoni do rzecznika z prosbg
o komentarz.

e Zadanie dla grupy: Ustalcie 3 pierwsze, krytyczne kroki, jakie musi podjg¢ instytucja w
ciggu pierwszej godziny.

Omowienie strategii:
1. Zasada transparentnosci i szybkosci:

o Btad: Strategia ,na strusia” (milczenie) lub , oblezonej twierdzy” (atakowanie
autora wpisu, straszenie sagdem za zniestawienie).

o Dobra praktyka: Natychmiastowe wydanie oswiadczenia wstepnego (tzw.
holding statement).

o Wazdr komunikatu: ,Jestesmy zaniepokojeni pojawiajgcymi sie informacjami.
W naszej instytucji obowigzuje zero tolerancji dla mobbingu. Traktujemy to
zgtoszenie priorytetowo i natychmiast powotujemy niezalezng komisje
wyjasniajacg. Do czasu wyjasnienia sprawy prosimy o powstrzymanie sie od
osgdow.”

2. Ochrona danych (RODO) vs. presja ttumu:
o Woyzwanie: Ttum w internecie domaga sie ,gtowy dyrektora” natychmiast.

o Aspekt prawny: Instytucja nie moze publicznie linczowa¢ pracownika (nawet
oskarzonego dyrektora) przed zakonczeniem postepowania. Nalezy oddzieli¢
osobe od procesu.

o Komunikat: ,,Ze wzgledu na przepisy prawa pracy i ochrone débr osobistych
nie komentujemy spraw personalnych przed zakoriczeniem prac komisji.
Informujemy o procedurze, a nie o nazwiskach.”

3. Spéjnosc¢ komunikacji (Internal = External):

o Ryzyko: Jesli w mediach Urzagd méwi ,dbamy o ludzi”, a na zebraniu
wewnetrznym Wajt/Prezes krzyczy: ,Kto to napisat?! Znajde go i zwolnie!”,
nastepuje utrata wiarygodnosci. Pracownicy stang sie zrédtem przeciekéw do
mediow, pograzajac instytucje.

o Dobra praktyka: Pierwszy komunikat powinien trafi¢ do pracownikéw. Musza
czu¢, ze instytucja chce wyjasnic¢ sprawe, a nie ukaraé sygnaliste.
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2. Sygnalisci w praktyce, budowanie zaufania
Dyskusja: Jak stworzy¢ bezpieczny kanat zgtoszen?

Anty-przyktad: , Skrzynka na skargi i wnioski” powieszona na korytarzu pod kamerg
monitoringu lub w sekretariacie obok biurka dyrektora. To atrapa, z ktdrej nikt nie skorzysta.

Rozwigzania skuteczne:

o Szyfrowane formularze online: Dostepne spoza sieci urzedu (np. z domu),
gwarantujgce brak logowania IP.

o Externalizacja: Dedykowany adres e-mail lub telefon obstugiwany przez
zewnetrzng kancelarie prawnga lub firme audytorska. Pracownik ma pewnos¢,
ze jego zgtoszenia nie przeczyta kolega z IT, ktory gra w pitke z oskarzanym
dyrektorem.

o Niezalezny rzecznik etyki: Osoba zaufania publicznego wewnatrz organizacji (o
ile posiada silng pozycje i niezaleznosc).

Kontekst Butgarski
e W Butgarii funkcjonuje Komisja ds. ochrony przed dyskryminacjg (CPAD).

e Jest to niezalezny, krajowy organ ds. réwnosci. Jesli pracownik instytucji boi sie
zgtosi¢ sprawe wewnetrznie (np. mobberem jest sam szef instytucji), moze zgtosic¢
skarge bezposrednio do CPAD.

e CPAD ma uprawnienia do prowadzenia dochodzen i naktadania sankcji
administracyjnych. To wazny , wentyl bezpieczenstwa” dla systemu.

Rola zaufania, przetamywanie barier w sferze budzetowej. W Polsce i Butgarii wcigz pokutuje
mentalno$é, w ktdrej zgtaszanie nieprawidtowosci to ,,donosicielstwo”. W matych
Srodowiskach lokalnych (Gmina, Powiat) lek przed ,fatka” i zemstg jest paralizujacy.

Procedura musi zawierac zelazny zakaz dziatan odwetowych (zwolnienia, pomijania przy
awansach, przenoszenia na gorsze stanowisko) wobec osoby zgtaszajgcej w dobrej wierze.

Papier przyjmie wszystko, ale pracownicy nie sg naiwni. Nawet najlepsza procedura
antymobbingowa nie zadziata, jesli kultura organizacyjna opiera sie na strachu. Wdrozenie
procedur uwzgledniajgcych specyfike pracy zdalnej (gdzie dowody to zrzuty ekranu, a nie
Swiadkowie w pokoju) jest sygnatem, ze instytucja rozumie wspotczesne zagrozenia.
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Modut 2: Cyberbezpieczenstwo, twarde kompetencje (45 min)

Cel modutu: Wyposazenie pracownikéw instytucji w praktyczne umiejetnosci odrézniania
incydentéw bezpieczenstwa (ataki) od nekania (mobbing) oraz nauczenie ich procesowego
zabezpieczania materiatu dowodowego, ktéry bedzie przydatny w postepowaniu
wyjasniajagcym lub sgdowym.

1. Cyfrowa kryminalistyka dla laika

Czesto ofiary cybermobbingu przychodzg do instytucji z emocjami, ale bez dowodéw, albo z
dowodami, ktére tatwo podwazy¢. Waszym zadaniem jest nauczenie ich (lub samych siebie),
jak zamienié 'czuje sie nekany' na 'mam na to dowdd'.

A. Rozrdznienie: Haker czy Mobber?

e Haker/Cyberprzestepca: Ktos, kto przetamuje zabezpieczenia (np. wtamuje sie na
konto e-mail, kradnie dane). Zgtaszamy na Policje/CERT.

e Mobber: Ktos, kto ma legalny dostep (np. szef, wspdtpracownik), ale wykorzystuje go
do nekania (np. wysyta grozby ze stuzbowego maila, kasuje pliki na wspdlnym dysku,
by ofiara nie zdazyta z terminem). Zgtaszamy do HR/Komisji Antymobbingowej/Sgdu
Pracy.

B. Jak zrobic "procesowy" zrzut ekranu?

e Zwykty zrzut ekranu (np. fragment rozmowy na Messengerze) tatwo podwazy¢ (,, To
Photoshop”, , To wyrwane z kontekstu”).

e Zasada 3xC (Co, Czas, Catos¢). Aby screenshot byt wiarygodnym dowodem, musi
zawierac:

1. Tresé. Samg obrazliwg wiadomosé.

2. Nadawce. Widoczne imie/nazwisko lub numer telefonu (nie tylko "Szef", ale
konkretny identyfikator).

3. Czas. Widoczng date i godzine (najlepiej zegar systemowy komputera w rogu
ekranu, a nie tylko ,,5 min temu” z komunikatora).

Praktyka: Nalezy robi¢ zrzut catego pulpitu (Full Screen), a nie wycinka. Wida¢ wtedy
kontekst pracy. Klawisz PrtScn (Print Screen) lub Win + Shift + S (Wycinek i szkic), ale z
zachowaniem paska zadan z zegarem.
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C. Putapka "Forwarda", dlaczego nie przesytamy e-maili dalej?

Ofiara dostaje obrazliwego maila od szefa. Przesyta go (opcja "Przekaz" / "Forward") na
swojg prywatng skrzynke ,,na wszelki wypadek”.

e Dlaczego to btad?

o Uzycie funkcji "Przekaz" zmienia nagtéwki wiadomosci. Nadawca staje sie
ofiara (przesytfajgca do siebie), a data zmienia sie na moment przestfania.
Oryginalne metadane (cyfrowa koperta) zostajg nadpisane lub ukryte w tresci.

o tatwiej podwazy¢ wiarygodnos¢ takiej wiadomosci w sgdzie (mozliwos¢ edycji
tresci przed przestaniem).

e Prawidtowe dziatanie

1. Zapisz jako plik. Opcja "Zapisz jako" -> format .msg (Outlook) lub .eml. To
zachowuje strukture cyfrowg wiadomosci.

2. Woydruk do PDF. Opcja "Drukuj" -> "Zapisz jako PDF". Wazne: Nalezy rozwing¢
szczegoty nadawcy, aby byto widaé petny adres e-mail, a nie tylko nazwe
wyswietlang.

2. RODO a inwigilacja

Praca zdalna zatarta granice. Instytucje muszg wiedzie¢, gdzie konczy sie nadzér nad
pracownikiem, a zaczyna naruszenie jego prywatnosci oraz... prywatnosci beneficjentéw,
ktérych dane przetwarza w domu.

A. Bossware, granice kontroli

Oprogramowanie do $ledzenia aktywnosci pracownika (np. rejestrowanie ruchéw myszka,
robienie zdje¢ z kamery internetowej, zrzuty ekranu co kilka minut).

e Perspektywa mobbingu:

o Nadmierna kontrola, ktéra nie stuzy mierzeniu efektéw pracy, a jedynie
wywieraniu presji psychicznej (,, Wiem, ze nie byto cie przy komputerze przez 3
minuty”), jest formg nekania.

o Sygnalizuje brak zaufania i intencje zastraszenia.
e Perspektywa prawna (Butgaria/Polska):

o W Butgarii, przy wykorzystaniu systeméw informatycznych do nadzoru
(zarzadzanie algorytmiczne), pracodawca ma obowigzek dostarczy¢
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pracownikowi pisemng informacje o zakresie i celu zbierania danych. Ukryty
monitoring jest nielegalny.

o W Polsce: Monitoring poczty/komputera jest dozwolony tylko, jesli jest
niezbedny do organizacji pracy i pracownik zostat o nim uprzedzony. Nie moze
naruszac tajemnicy korespondencji prywatne;j.

B. Bezpieczenstwo Home Office

Pracownik socjalny / Urzednik pracuje zdomu. Na ekranie ma dane wrazliwe (np. wniosek o
zasitek ofiary przemocy domowej, dane zdrowotne).

e Zagrozenia:
o Domownicy (dzieci, partner) zagladajacy przez ramie.
o Zostawienie niezablokowanego komputera.

o Uzywanie prywatnego sprzetu bez zabezpieczen (antywirusa).

Dobre praktyki (Checklista dla instytucji):

1. Zasada czystego ekranu w domu. Blokowanie komputera (Win + L) przy
kazdym odejsciu od biurka (nawet po herbate).

2. Stuchawki. Rozmowy o beneficjentach nie mogg by¢ prowadzone na
gtosnomowigcym, by sasiedzi/rodzina nie styszeli danych wrazliwych.

3. Wygaszacze/Filtry prywatyzujgce. Jesli to mozliwe, instytucja powinna
wyposazyc¢ pracownikéw w filtry na ekran.

Instytucja musi zrozumie¢, ze cyberbezpieczenstwo to nie tylko "trudne hasta", ale tez
procedury chronigce ludzi przed nekaniem (bossware) i wyciekiem danych. Wiedza o tym,
jak zabezpieczy¢ e-maila, daje ofierze mobbingu poczucie sprawczosci.

Modut 3: Wrazliwe podejscie (45 min)

Przygotowanie pracownikow instytucji do obstugi beneficjenta w kryzysie, w sposdb, ktory
nie pogtebia jego traumy, oraz uwrazliwienie na specyficzne formy cyberprzemocy
dotykajgce osoby z niepetnosprawnosciami.
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1. Trauma, urzad wrazliwy na traume.

Jako pracownicy instytucji czesto jestesmy pierwszg 'bezpieczng przystania', do ktérej trafia
ofiara. Sposob, w jaki przeprowadzimy pierwszga rozmowe, zdecyduje o tym, czy ta osoba
podejmie walke o swoje prawa, czy wycofa sie w milczenie. Musimy przejs¢ od podejscia
'biurokratycznego' do podejscia 'Swiadomego traumy.

A. Jezyk ma znaczenie unikanie wtornej wiktymizacji.

Wtdérna wiktymizacja to sytuacja, w ktorej instytucja (poprzez niewtasciwe pytania lub
procedury) sprawia, ze ofiara ponownie przezywa cierpienie.

e Analiza komunikacji (Tabela dla uczestnikéw):

Zamiast mowic (Jezyk oceniajacy):

Powiedz (Jezyk wsparcia):

"Dlaczego dopiero teraz to Pani zgtasza?"
(Sugeruje, ze to za péino/podejrzane).

"To dobrze, ze zdecydowata sie Pani nam o
tym powiedziec teraz. Jestesmy tu, Zeby
pomoc."

"Dlaczego Pan po prostu nie wytgczyt
komputera / nie zablokowat szefa?"
(Obwinianie ofiary).

"Rozumiem, ze w tamtej sytuacji czut sie
Pan bezradny. Mobberzy potrafiq
skutecznie manipulowac."

"Musi Pani mie¢ twarde dowody, inaczej nic
nie zrobimy." (Stawianie bariery).

"Przejdziemy przez to razem. Wyjasnie,
jakie dokumenty bedq potrzebne i jak je
zabezpieczyc."

B. Mechanizm ,,zamrozenia” i agresji

¢ Reakcja na stres

o Zamrozenie. Ofiara cybermobbingu czesto nie reaguje na ataki, nie odpisuje,
nie broni sie. To biologiczna reakcja paralizu, a nie ,cicha zgoda”. Urzednik nie
moze interpretowacd biernosci jako akceptacji mobbingu.

o Agresja. Czasem beneficjent wchodzi do urzedu i krzyczy.

Wskazowka ,, Agresja rzadko jest wymierzona w Ciebie personalnie. To czesto mechanizm
obronny osoby, ktéra przez miesigce byta uciszana i ponizana przez mobbera. Twoim

zadaniem jest deeskalacja, a nie walka.”

(AN
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2. Niepetnosprawnosc¢ a cyberprzemoc

Osoby z niepetnosprawnosciami sg w grupie najwyzszego ryzyka cybermobbingu, poniewaz
technologia, ktéra ma im pomagac, moze zostac uzyta jako bron przeciwko nim.

A. Specyficzne formy nekania ,,Cybermobbing dostepnosciowy”

Wykluczenie informacyjne (osoby niewidome/stabowidzace):

o Scenariusz: Przetozony lub wspétpracownik celowo wysyta kluczowe
instrukcje jako skany (obrazki) bez warstwy tekstowej (OCR). Czytnik ekranu
osoby niewidomej widzi tylko ,Obrazek 1”.

o Skutek: Pracownik nie moze wykonac zadania, jest oskarzany o
niekompetencje i izolowany.

Wykluczenie komunikacyjne (osoby niestyszgce/stabostyszace):

o Scenariusz: Organizowanie zebran na platformach bez opcji automatycznych
napisdw lub odmowa wtgczenia kamery (uniemozliwienie czytania z ruchu
warg), mimo présb pracownika.

o Skutek: 1zolacja spoteczna i brak dostepu do informacji.

Presja czasu (osoby z niepetnosprawnoscig ruchowa/manualng):

o Scenariusz: Wymuszanie natychmiastowych odpowiedzi na czacie ("Dlaczego
tak wolno piszesz?"), wiedzac, ze pracownik korzysta z alternatywnych metod
wprowadzania tekstu.

B. Rola Instytucji w walce z wykluczeniem cyfrowym

Dostepnosé to prawo, nie przywilej:

W Butgarii nekanie ze wzgledu na niepetnosprawnosé podpada bezposrednio pod ustawe
PADA (dyskryminacja).

W Polsce i w projektach UE obowigzuje standard WCAG 2.1.

Zadanie Instytucji. Jesli beneficjent z niepetnosprawnoscig zgtasza mobbing, urzednik musi
sprawdzi¢, czy nie dochodzi do dyskryminacji poprzez brak dostepnosci narzedzi pracy.
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Modut 4: System wsparcia i higiena kadr (45 min)

Zmiana podejscia z ,,dziatania w pojedynke” na ,dziatanie w sieci” oraz wyposazenie
pracownikdéw instytucji w narzedzia chronigce ich przed wypaleniem zawodowym
wynikajgcym z pracy z osobami w kryzysie.

1. Nie musisz wiedzie¢ wszystkiego

Pracownicy instytucji czesto czujg presje, ze muszg rozwigzywac kazdy problem beneficjenta.
To btad, ktdry prowadzi do wypalenia. Waszg rolg nie jest bycie prawnikiem i terapeutg w
jednym. Waszg rolg jest Signposting, czyli bycie drogowskazem, ktéry bezbtednie kieruje do
specjalistow.

A. Tworzenie "Mapy pomocy"

Zadanie: Uczestnicy wspodlnie z trenerem budujg mape instytucji, do ktérych mozna odestac
ofiare mobbingu, w zaleznosci od jej potrzeb (prawo, psychika, dyskryminacja).

Cel ¢wiczenia: Uporzadkowanie wiedzy uczestnikédw na temat kompetencji poszczegdlnych

instytucji.

Materiaty: Flipchart, markery w trzech kolorach (np. Czerwony = Prawo, Niebieski = Zdrowie,
Zielony = NGO).

Przebieg ¢wiczenia (Instrukcja dla Trenera):

1. Narysuj na flipcharcie tabele z dwiema gtéwnymi kolumnami: POLSKA i BULGARIA
(dla instytucji dziatajgcych transgranicznie lub obstugujgcych migrantéw).

2. Zadaj grupie pytanie: "Przychodzi do Was beneficjent, ktory ptacze i mowi, ze szef go
wyzywa. Gdzie go wysyfacie?".

3. Zapisuj odpowiedzi, korygujac btedne przekonania (np. ze PIP moze zasgdzi¢
odszkodowanie).

1. Filar Polski

A. Panstwowa Inspekcja Pracy (PIP)

¢ Rola: Organ kontrolny i nadzorczy.

e Co moga: Przeprowadzié¢ kontrole u pracodawcy, sprawdzié, czy wdrozyt procedury
antymobbingowe (réwniez dla pracownikdw zdalnych) oraz czy przestrzega norm
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czasu pracy (np. czy nie tamie prawa do odpoczynku). Moga wystawi¢ mandat za
wykroczenia przeciwko prawom pracownika.

e Czego NIE moga: Inspektor PIP nie orzeka o tym, czy wystgpit mobbing (to wytaczna
kompetencja Sadu) ani nie przyznaje odszkodowan.

o Kiedy kierowac tu beneficjenta? Gdy w firmie panuje chaos organizacyjny, brak jest
regulamindw, a mobbing wynika z bataganu w zarzadzaniu. Protokét PIP moze by¢
dowodem w sadzie.

B. Sady Pracy

e Rola: Organ wymiaru sprawiedliwosci.

¢ Co moga: Jako jedyna instytucja mogg prawnie stwierdzi¢ wystgpienie mobbingu.
Mogg zasadzié:

o Odszkodowanie: Jesli pracownik rozwigzat umowe z powodu mobbingu.
o Zadoscuczynienie: Za doznang krzywde i rozstréj zdrowia.

o Kiedy kierowac tu beneficjenta? Gdy ofiara ma zgromadzone dowody i jest gotowa na
proces sgdowy.

C. Psychiatrzy i Psycholodzy

¢ Rola: Wsparcie medyczne i dowodowe.

¢ Co moga: Psychiatra diagnozuje rozstréj zdrowia (np. depresje, zaburzenia
adaptacyjne) wywotany stresem w pracy. Wystawia zwolnienie lekarskie (L4), co
pozwala ofierze odizolowac¢ sie od sprawcy.

o Wazne dla Instytucji: Dokumentacja medyczna jest jednym z najsilniejszych dowoddw
w sgdzie na potwierdzenie skutkdw mobbingu. Nalezy zachecaé beneficjentéw do
szukania pomocy lekarskiej bez wstydu.

2. Filar Butgarski

A. General Labour Inspectorate (GLI) — Executive Agency

¢ Rola: Nadzoruje zgodnos¢ z Kodeksem Pracy, w tym przestrzeganie Art. 127 KP, ktéry
naktada na pracodawce obowigzek ochrony godnosci pracownika.
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o Specyfika zdalna: GLI kontroluje réwniez nowe przepisy dotyczgce pracy zdalnej, w
tym obowigzki informacyjne pracodawcy przy monitoringu cyfrowym.

B. Commission for Protection Against Discrimination (CPAD)

e Rola: Kluczowy organ antydyskryminacyjny (unikalny dla systemu butgarskiego).

e Co mogg: Przyjmuja skargi od pracownikéw, jesli nekanie (harassment) ma podtoze
dyskryminacyjne (np. wiek, pteé, niepetnosprawnos¢, rasa).

e Moc sprawcza: CPAD prowadzi dochodzenia i moze naktadaé bezposrednie sankcje
administracyjne na pracodawce. Jest to Sciezka czesto szybsza i tarisza niz sgd
cywilny.

C. Animus Association Foundation

e Rola: Organizacja Pozarzagdowa (NGO) specjalizujgca sie we wsparciu ofiar przemocy.

e Co oferuja: Prowadzg catodobowg linie wsparcia (Hotline) dla ofiar przemocy, w tym
przemocy psychicznej w miejscu pracy. Oferujg wsparcie psychologiczne i kryzysowe.

o Kiedy kierowacé? W pierwszej kolejnosci, gdy beneficjent jest w silnym stresie,
kryzysie emocjonalnym i potrzebuje natychmiastowej rozmowy ("pierwsza pomoc
psychologiczna").

D. Zwiazki Zawodowe (CITUB, Podkrepa)
e Rola: Ochrona zbiorowa i indywidualna praw pracowniczych.
o Co oferujg: Wsparcie prawne, mediacje z pracodawcg, reprezentacje w sporach.

¢ Kontekst: W Butgarii zwigzki zawodowe (np. Confederation of Independent Trade
Unions of Bulgaria - CITUB) s3 silnym partnerem w rozwigzywaniu sporéw
wewnetrznych przed wejsciem na droge sadowa.

B. Dystrybucja Broszury Informacyjnej

Przeksztatcenie podejscia uczestnikow do materiatéw informacyjnych, od traktowania ich
jako ,obowigzkowej ulotki” do postrzegania jako funkcjonalnego narzedzia odcigzajgcego
prace urzednika.

1. Analiza funkcjonalna narzedzia

Omodwienie struktury Broszury Informacyjnej, wskazujac na jej cztery kluczowe funkcje w
codziennej pracy instytucji.

2. Kanaty dotarcia (Brainstorming)
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Zadanie dla grupy: Uczestnicy majg za zadanie zmapowac punkty styku beneficjenta z
instytucjg i dopasowac do nich adekwatne kanaty dystrybucji, uwzgledniajgc zasady ekologii
(,,Green Erasmus”) i dostepnosci cyfrowe;j.

Rekomendowane kierunki dyskusji:
e Kanat Cyfrowy

Wykorzystanie automatyzacji, implementacja linku do broszury w stopkach mailowych
pracownikéw dziatdw pomocowych.

Edukacja wewnetrzna, umieszczenie materiatu w intranecie jako zasobu BHP dla wtasnych
kadr.

e Kanat Hybrydowy (Phygital):

Zastgpienie masowego druku (paperless) plakatami z kodem QR w strefach oczekiwania
(PUP, MOPS, POZ).

Szybki dostep do tresci na urzadzeniu prywatnym beneficjenta, dyskrecja, aspekt
ekologiczny.

3. Modelowanie komunikacji.

Prowadzgcy omawia trzy strategie komunikacyjne towarzyszgce wreczaniu/przesytaniu
broszury, dopasowane do stanu emocjonalnego beneficjenta. Celem jest budowanie
poczucia sprawczosci u klienta.

o Profil A: Beneficjent w kryzysie emocjonalnym (zagubienie, pfacz).

o Kluczowy przekaz: Empatia i uporzadkowanie chaosu. Broszura jako ,mapa
drogowa” wskazujgca bezpieczne przystanie (pomoc psychologiczna).

e Profil B: Beneficjent nastawiony na dziatanie (postawa roszczeniowa/walczaca).

o Kluczowy przekaz: Profesjonalizacja i dowody. Broszura jako instrukcja
procesowa (zabezpieczanie dowodéw, pisanie skarg), ktora zwieksza
skutecznos¢ dziatan prawnych.

e Profil C: Dziatanie prewencyjne (np. rejestracja bezrobotnego).

o Kluczowy przekaz: Swiadomo$é praw. Broszura jako element ,niezbednika
pracownika” wchodzgcego na rynek pracy zdalnej (ochrona przed
naduzyciami czasu pracy).

Trener prezentuje Broszure jako gotowe ,narzedzie pierwszej pomocy”, ktére odcigza
urzednika z konieczno$ci ttumaczenia podstaw prawnych.

e Strategia dystrybucji (Brainstorming):
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Umieszczenie pliku PDF na stronach BIP urzedéw, w intranetach NGO, w stopkach
mailowych pracownikéw socjalnych. Plakaty z kodem QR prowadzgcym do broszury,
wywieszone w poczekalniach Urzedéw Pracy, MOPS-éw i przychodniach zdrowia.

2. Higiena Pracy "Pomagaczy"

Aby pomagac innym, sam musisz sta¢ na stabilnym gruncie. Praca z ofiarami mobbingu to
praca z ludzkg krzywda, lekiem i agresja. Jesli nie postawicie granic, staniecie sie kolejnymi
ofiarami systemu — ofiarami wypalenia.

A. Stres zastepczy i wypalenie zawodowe
¢ Definicja Stresu Zastepczego:

To , koszt bycia empatycznym”. Objawia sie przejmowaniem emaocji ofiary, snami o sprawach
beneficjentdéw, nadmiernym zamartwianiem sie ich losem po godzinach pracy.

¢ Objawy Wypalenia (Czerwone flagi):

Traktowanie beneficjenta jako , kolejnego numerka”, ,,roszczeniowego problemu”.
Poczucie braku sprawczosci: ,, | tak nic sie nie zmieni, system jest zty”.

e Mechanizm obronny:

Uswiadomienie sobie, ze urzednik jest odpowiedzialny za proces pomocy, a nie za wynik
(decyzje sadu czy zachowanie mobbera).

B. Techniki stawiania granic cyfrowych (Digital Boundaries)
Przekazanie uczestnikom konkretnych narzedzi komunikacyjnych i technicznych, ktére

pozwolg im oddzielié¢ zycie zawodowe od prywatnego, bez poczucia winy wobec
beneficjenta.

1. Diagnoza problemu ,Jestem dostepny, wiec jestem?”

Praca w instytucji pomocowej lub urzedzie niesie ryzyko zatarcia granic. Beneficjent w
kryzysie nie patrzy na zegarek. Jesli raz odbierzecie telefon o 20:00, stworzycie precedens.
Beneficjent uzna, ze to norma. Dzi$ nauczymy sie, jak powiedzie¢ 'STOP' w sposdb
profesjonalny, ktéry nie odrzuca cztowieka, ale stawia ramy wspétpracy.

2. Zasada "Zelaznej Kurtyny"

Absolutny zakaz: Podawania prywatnego numeru telefonu (,tylko w drodze wyjgtku” —to
putapka) oraz zapraszania beneficjentéw do znajomych na Facebooku/Instagramie.

Ryzyko: Profil w social mediach to kopalnia wiedzy dla roszczeniowego klienta (widzi, gdzie
byliscie na wakacjach, kiedy on ,,cierpiat”). To otwiera droge do hejtu i nekania.

Rozwigzanie: Kontakt wytgcznie przez kanaty stuzbowe (telefon biurowy, stuzbowy e-mail,
komunikator na koncie stuzbowym).
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3. Automatyzacja, niech technologia odmawia za Ciebie

Instrukcja dla grupy: ,,Nie musicie czu¢ sie winni, ze nie odpisujecie po 16:00. Niech
technologia zrobi to za Was.”

Wzér Autorespondera :

»Dzien dobry. Dziekuje za wiadomosc. Informuje, ze pracuje w godzinach 7:30 — 15:30i w
tym czasie odczytam Panstwa wiadomoscé. W sytuacjach bezposredniego zagrozenia zycia lub
zdrowia prosze nie czekac i dzwonic¢ pod numer alarmowy 112.”

Dlaczego to dziata?
1. Potwierdza odebranie wiadomosci (klient czuje sie zauwazony).
2. Definiuje ramy czasowe (zarzgdzanie oczekiwaniami).

3. Zdejmuje odpowiedzialno$¢ w sytuacjach krytycznych (kieruje do stuzb ratunkowych).

4. Warsztat asertywnosci, technika "Zgranej Ptyty"

Scenariusz ¢wiczenia (Pary): Uczestnicy dobierajg sie w pary. Jedna osoba jest
roszczeniowym beneficjentem dzwonigcym/piszgcym po godzinach lub zgdajagcym
natychmiastowego dziatania ("tu i teraz!"). Druga osoba jest urzednikiem stawiajgcym
granice.

Skrypt rozmowy:
¢ Krok 1: Walidacja emocji (Empatia).

Nie mow: ,,Prosze sie uspokoi¢”, ,,Nie mam czasu”.

Powiedz: ,Stysze Pana zdenerwowanie. Rozumiem, ze ta sytuacja jest dla Pana trudna.”
e Krok 2: Postawienie granicy (Fakty/Prawo).

Powiedz: ,Moje mozliwosci prawne na ten moment to przyjecie wniosku / spisanie notatki.”
e Krok 3: Ramy czasowe (Realizm).

Powiedz: ,Zajme sie tg sprawa jutro rano, niezwtocznie po otwarciu biura.”

Zastosowanie "Zgranej Ptyty": Gdy klient naciska (,,Ale ja chce teraz!”), urzednik powtarza
sekwencje (spokojnie, tym samym tonem): ,Rozumiem, ze to pilne, jednak system dziata od
7:30. Jutro o 8:00 zajme sie Pana sprawgq.”

5. Rytuat Zamkniecia Dnia. Wyjscie z roli.

Narracja trenera: ,,W pracy stacjonarnej zamykacie drzwi urzedu i wychodzicie. W pracy
zdalnej biuro jest w Waszym salonie. Musicie oszukaé mdzg, ze praca sie skonczyta.”
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Przyktady dyskusiji:

e Fizyczne ukrycie sprzetu: Laptop stuzbowy wedruje do szuflady/torby. Jesli lezy na
stole, mdzg jest w trybie czuwania (,moze co$ przyszto?”).

e Zmiana stroju: Nawet w domu warto przebrac sie z ubran ,,pracowych” (koszula) w
»domowe”. To sygnat dla ciata: ,odpoczywamy”.

e Spacer graniczny: Wyjscie z domu na 5 minut po pracy i powrét — symulacja powrotu
z biura.

Problem: Roszczeniowy beneficjent, ktéry dzwoni o 20:00 lub pisze na prywatnego
Messengera pracownika socjalnego, oczekujgc natychmiastowej interwencji ("Bo ja
cierpie!").

Techniki asertywne:

1. Oddzielenie kanatéw: Absolutny zakaz podawania prywatnych numeréw
telefonu i profili w social mediach beneficjentom.

2. Automatyzacja odpowiedazi:

Ustawienie autorespondera po godzinach pracy: , Dziekuje za wiadomos¢. Odczytam jg w
godzinach pracy (7:30-15:30). W sytuacjach zagrozZenia zycia prosze dzwonic¢ na 112.”

3. Technika "Zgranej Ptyty" w rozmowie z roszczeniowym klientem:
Klient: ,,Musi mi Pani pomoc teraz, niech Pani cos zrobil”

Urzednik: ,Rozumiem Pana zdenerwowanie (walidacja). Moje mozliwosci prawne na ten
moment to przyjecie wniosku (granica). Zajme sie tym jutro rano, jak tylko biuro zostanie
otwarte (ramy czasowe).”

Rytuat zamkniecia dnia:

Fizyczne i mentalne ,,wyjscie z roli” po pracy zdalnej. Np. zmiana ubrania ,domowego” na
»pracowe” i z powrotem, fizyczne zamkniecie laptopa i schowanie go do szuflady (by nie
»patrzyt” wieczorem).

Modut 5: Wdrozenie i ekologia (45 min)

Przekucie zdobytej wiedzy w konkretne dziatania.
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1. Ekologia cyfrowa w praktyce

Czesto myslimy, ze ekologia to segregacja smieci. W biurze, zwfaszcza tym zdalnym lub
hybrydowym ekologia to cyfryzacja. Kazdy dokument, ktdrego nie wydrukowaliscie, a
przestaliscie bezpiecznym kanatem, to oszczednos$¢ zasobdw i czasu.

A. Cyfryzacja jako narzedzie ochrony srodowiska
e Biuro bez papieru:

Tradycyjna biurokracja generuje tony papieru. Procedury antymobbingowe, regulaminy i
materiaty edukacyjne (jak nasza Broszura) powinny funkcjonowa¢ w obiegu wytacznie
cyfrowym.

Broszura w PDF jest nie tylko ekologiczna, ale tez tatwiejsza do zaktualizowania i dostepna
dla 0séb z niepetnosprawnoscig wzroku (dzieki czytnikom ekranu), czego nie zapewnia kartka
papieru.

¢ Redukcja sladu weglowego:

Promowanie spotkan online (zamiast delegacji na godzinne spotkanie w innym miescie) to
realna redukcja emisji CO2.

Instytucja powinna postrzegac¢ prace zdalng nie jako ,zto konieczne”, ale jako element
strategii zréwnowazonego rozwoju (mniej dojazdow = czystsze powietrze w miescie).

B. ,,Cyfrowy smietnik”:

Ekologia cyfrowa to takze higiena serweréw. Przechowywanie w chmurze tysiecy wersji tego
samego dokumentu zuzywa energie. Wdrozenie procedur archiwizacji i usuwania zbednych
e-maili/plikdw to element dbatosci o Srodowisko i... porzgdku w dowodach.

2. Plan wdrozeniowy

Najgorsze szkolenie to takie, po ktérym wracamy do biurka i robimy wszystko po staremu.
Dlatego teraz kazdy z Was podejmie jedno, konkretne zobowigzanie.

Cwiczenie: , Poniedziatkowa deklaracja”

e Zadanie: Uczestnicy otrzymujg mate karteczki (lub wpisujg na czacie/wspdlnym
padlecie). Majg napisa¢ jedno dziatanie, ktére wykonajg w najblizszy poniedziatek w
swojej instytucji.

e Zasada: Dziatanie musi by¢ mikro i konkretne.
Przyktady deklaracji ilnspiracje dla trenera):

1. Obszar Techniczny: ,,\W poniedziatek przesle zespotowi instrukcje: 'Jak zrobié

r”n

procesowy zrzut ekranu z datg i godzing'.
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Obszar Proceduralny: ,,Sprawdze, czy w naszym regulaminie pracy zdalnej jest zapis o
prawie do nieodbierania telefonéw po 16:00.”

Obszar Wsparcia: ,,Wydrukuje jeden plakat z kodem QR do Broszury i powiesze go w
poczekalni MOPS.”

Obszar Dostepnosci: ,,Sprawdze narzedziem WAVE, czy nasza strona internetowa z
poradami jest dostepna dla oséb niewidomych.”

Runda podsumowujgca: Chetni odczytujg swoje deklaracje. Trener wzmacnia przekaz:
»Zobaczcie, to s3 mate zmiany, ale jesli kazda z Waszych instytucji je wprowadzi, stworzymy
sie¢ bezpieczenstwa dla setek pracownikéw i beneficjentow.”

3. Ewaluacja i zamkniecie

Pytanie: ,Z jakg jedng myslg lub emocjg wychodzisz z tego warsztatu?”

Podziekowanie za trudng prace (temat mobbingu jest obcigzajacy) i wreczenie certyfikatéw
uczestnictwa.

Wskazdowki organizacyjne dla Trenera.

1. Jesli grupa jest zaawansowana (np. HR z duzych urzedéw), skréé czesé o definicjach, a
wydtuz czes$¢ o zarzadzaniu kryzysowym i PR.
2. Pamietaj, ze na sali mogg by¢ osoby, ktére same doswiadczajg mobbingu w swoich
instytucjach. Obserwuj reakcje, zapewnij dyskrecje.
3. Nie bdj sie przyzna¢, ze zmiana w "budzetéwce" trwa dtugo. Promuj metode ewolucji
(mate zmiany procedur), a nie rewolucji.
Zataczniki:

1. Checklista: "Czy moja instytucja jest odporna na cybermobbing?"
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Czy mamy plan komunikacji kryzysowej na wypadek oskarzen?
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2. Ankieta Ewaluacyjna

Zatacznik nr 1:
ANKIETA WSTEPNA (PRE-TEST)

Prosimy o szczerg ocene swojej obecnej wiedzy. Ankieta stuzy wytgcznie do okreslenia
poziomu wyjsciowego grupy i dostosowania akcentéw szkolenia.

CZESC A: Samoocena kompetencji

Prosze ocenic, na ile pewnie czuje sie Pan/Pani w danym obszarze na ten moment. (Skala: 1 =
Zdecydowanie nie wiem/nie potrafie, 5 = Zdecydowanie wiem/potrafie)

1. Znam zakres odpowiedzialnosci prawnej mojej instytucji za przypadki mobbingu (w
tym zdalnego) w Swietle przepiséw krajowych (PL/BG).

(1)-(2)-(3)-(4)-(5)

2. Wiem, jak zabezpieczy¢ dowody cyfrowe (e-maile, logi, zrzuty ekranu) w sposob
procesowy, aby byty wiarygodne dla sgdu.
(1)-(2)-(3)-(4)-(5)

3. Potrafie zastosowac podejscie , Trauma-Informed” (wrazliwe na traume) w rozmowie
z beneficjentem zgtaszajgcym przemoc.

(1)-(2)-(3)-(4)-(5)

4. Wiem, jak zarzagdzaé komunikacja kryzysowa w przypadku oskarzen instytucji o
mobbing (media, social media).

(1)-(2)-(3)-(4)-(5)

5. Znam mape instytucji pomocowych w regionie (i kraju partnerskim), do ktérych moge
skutecznie odestaé poszkodowanego beneficjenta.

(1)-(2)-(3)-(4)-(5)
CZESC B: Test wiedzy
Prosze zaznaczy¢ jedng odpowiedz.

1. Uzycie funkcji "Przekaz" (Forward) w programie pocztowym jest najlepszym
sposobem na zabezpieczenie obrazliwego e-maila jako dowodu.
PRAWDA
FALSZ

2. Biernos¢ ofiary mobbingu (brak reakcji, milczenie) czesto wynika z mechanizmu
biologicznego ,,zamrozenia” (freeze response), a nie ze zgody na nekanie.
PRAWDA
FALSZ
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3. W Butgarii nekanie pracownika ze wzgledu na wiek lub pte¢ jest rozpatrywane przez
Komisje ds. Ochrony przed Dyskryminacjg (CPAD).
PRAWDA
FALSZ

4. Instytucja publiczna ma prawo zainstalowac oprogramowanie $ledzgce (bossware) na
komputerze domowym pracownika bez informowania go o zakresie zbieranych
danych. PRAWDA
FALSZ

5. Przesytanie pracownikowi niewidomemu kluczowych dokumentéw w formie skanéw
(obrazkow) zamiast tekstu dostepnego cyfrowo moze zosta¢ uznane za forme
dyskryminacji lub nekania.

PRAWDA
FALSZ
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Zatacznik nr 2:
ANKIETA KONCOWA (POST-TEST)

Ankieta ma na celu zbadanie przyrostu wiedzy oraz ocene jakosci przeprowadzonego
warsztatu.

CZESC A: Samoocena kompetencji

Prosze ocenic, na ile pewnie czuje sie Pan/Pani w danym obszarze TERAZ. (Skala: 1 =
Zdecydowanie nie wiem/nie potrafie, 5 = Zdecydowanie wiem/potrafie)

1. Znam zakres odpowiedzialnosci prawnej mojej instytucji za przypadki mobbingu.

(1)-(2)-(3)-(4)-(5)

2. Wiem, jak zabezpieczy¢ dowody cyfrowe w sposéb procesowy.

(1)-(2)-(3)-(4)-(5)

3. Potrafie zastosowac podejscie ,Trauma-Informed” w rozmowie z beneficjentem.

(1)-(2)-(3)-(4)-(5)

4. Wiem, jak zarzgdzaé komunikacja kryzysowa w przypadku oskarzen o mobbing.

(1)-(2)-(3)-(4)-(5)

5. Znam mape instytucji pomocowych, do ktérych moge odesta¢ beneficjenta.

(1)-(2)-(3)-(4)-(5)
CZESC B: Test wiedzy (PRAWDA / FALSZ)

Pytania kontrolne sprawdzajgce wiedze nabytq (klucz odpowiedzi dla Trenera: 1F, 2P, 3P, 4F,
5P).

1. Uzycie funkcji "Przekaz" (Forward) w programie pocztowym jest najlepszym
sposobem na zabezpieczenie obrazliwego e-maila jako dowodu.
PRAWDA
FALSZ

2. Biernos$¢ ofiary mobbingu czesto wynika z mechanizmu ,,zamrozenia” (freeze
response).
PRAWDA
FALSZ

3. W Butgarii nekanie ze wzgledu na wiek lub pteé jest rozpatrywane przez Komisje ds.
Ochrony przed Dyskryminacjg (CPAD).
PRAWDA
FALSZ

4. Instytucja publiczna ma prawo zainstalowac oprogramowanie $ledzace (bossware)
bez informowania pracownika.
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PRAWDA
FALSZ

5. Niedostosowanie formatu dokumentdw do potrzeb oséb z niepetnosprawnosciami
(np. skany dla niewidomych) moze by¢ forma cyberprzemocy/dyskryminacji.
PRAWDA
FALSZ

CZESC C: Ewaluacja warsztatu
(Skala: 1 = Bardzo stabo, 5 = Bardzo dobrze)

1. Tresci szkolenia sg adekwatne do mojej pracy w instytucji/NGO.

(1)-(2)-(3)-(4)-(5)

2. Wiedza na temat aspektdw prawnych i technicznych zostata przekazana w sposéb
jasny.

(1)-(2)-(3)-(4)-(5)

3. Zaprezentowane materiaty (Broszura, Checklista, Mapa Pomocy) bedg uzyteczne w
praktyce.

(1)-(2)-(3)-(4)-(5)

4. Sposbb prowadzenia zaje¢ zachecat do aktywnosci i wymiany doswiadczen.

(1)-(2)-(3)-(4)-(5)

CZESC D: Wdrozenie (Pytania otwarte)

1. Jakie jedno konkretne dziatanie (np. zmiana procedury, audyt strony www, szkolenie
zespotu) zamierza Pan/Pani wdrozy¢ w swojej instytucji w najblizszym tygodniu?

2. Ktéry element szkolenia byt dla Pani/Pana najbardziej wartosciowy ("game
changer")?

3. Jakie ma Pan/Pani pomysty na wykorzystanie Broszury Informacyjnej projektu w
kontakcie z lokalng spotecznoscia?
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